Thesis Notes

# Goals

The main goal of this bachelor thesis is to measure the difference of the extent of dark patterns in cookie consent banners on [set of websites, e.g. news websites] in EU countries. The GDPR does not have very specific articles about dark patterns, but it does state that consent should be free and informed. Some countries, however, have their own data protection laws that transcend the GDPR. For example, France requires an “equivalency” requirement that mandates opting out of cookie consent be just as easy as opting in. This led to a fine of €150 million for Google and Facebook (<https://www.cpomagazine.com/data-protection/google-and-facebook-hit-with-fines-over-dark-patterns-allegedly-misleading-users-into-cookie-consent/>). Because different EU countries have different laws regarding cookie banners, it could be interesting to see how dark patterns in cookie consent banners differ in EU countries.

# Research questions

How do dark patterns in cookie consent banners differ in different countries in the European Union?

How many clicks does one need to get to a “deny all” if it exists?

What is the most prevalent dark pattern?

…?

How many websites have an option to “deny all” in the first layer of its banner?

Methods:  
There are two parts to this, the collecting of the cookie banners and the analyzing of those cookie banners.

**Collecting the data**

To collect data we can use a crawler that looks at links, buttons, etc. to see if they contain words from a list of accept words. If a match is found, we can look for a links, buttons, etc. that contain words from an un accept/deny all list.

**Analyzing the data**

Once the data is collected, we can quantify the number of deny all buttons on sites in different EU countries and compare them to see if there is a difference based on country. We could also quantify other questions.
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